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Receipt of claims (automatic check Up) → (Screen) Review →  
Decision → Post-Factum Management/Monitoring 



  Overview 

•  A system that links EMR with assessment survey tables in real-time for efficient 
collection of responses, reducing providers’ administrative burden and supporting 
their autonomous healthcare quality management

Relay Server HIRA Healthcare Provider 



업무 개요 

Planning → Gathering base data → Collecting survey responses 
→ Calculating assessment results 

NHIS 



4 Issue Prescription 

7 Confirm Revise of Prescription 

3 8 

2 6 

1 5 

Medical  
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Prescription Information 
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Review Results 

Transmission 3 8 
Completed Prescription  

Transmission 

• DB of DUR Standard 

• Patient-based Prescription  

   Information DB 

Real Time Internet transmission 

Review criteria announce by MFDS 

• drug-drug interaction 

• drug–age  precaution 

• pregnancy precaution 

• ingredient duplication 

• therapeutic duplication 

• Suspended drugs for safety reasons 

ext. 

• DB of DUR Standard less than 0.5 sec / transaction 



Extract 
Transform 

Load 



Remote operation of the ICT Center (DR Center under MoHW) 

• Continuity of key information systems even in times of disasters



4 levels of security 
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National Cyber Security Center Health & Welfare 
Cyber Security Center 





 

 

ISO20000 (IT Service Management) 

 




