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 Regulatory Framework 
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SAS 99: Statement of Auditing 
Standards issued by AICPA 

 Consideration of Fraud in a Financial 
Statement Audit 

 Defines and categorizes: Fraud, Red 
flags, Auditor’s responsibility, 
Professional skepticism  
 

Auditors responsibility related to fraud 
Sarbanes Oxley Act (SOX) 

 Enacted in US 2002  (Enron, WorldCom etc) 

 New/enhanced standards for publicly listed 
companies in US and public accounting 
firms- PCAOB 

 Some provisions: Top management 
certification; Severe penalties; Regulation 
of independence / conduct of public 
accounting firms 

ISA 240: International Standards on Auditing  
 Issued by International Federation of Accountants (IFAC) through 

International Auditing and Assurance Standards Board (IAASB) 
 Additional guidance related to:  Earnings management , Audit of small 

entities 
 Mandatory for European Union  & Also adopted by UN Board of 

Auditors 

Corporate  
Governance 
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Auditors responsibility related to fraud  
ISA 240 & INTOSAI 

• Deals with auditor’s responsibilities relating to fraud: 
• Objectives of financial audit broader than 

expressing an opinion on financials 
• Mandate from regulation, ministerial directives, 

government policy requirements, etc.  
• May include reporting responsibilities  

• non – compliances with authorities, including 
budgets and accountability frameworks 

• effectiveness of internal controls 
• Always a general expectation from the public to 

for above 
 

Source: http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf 

http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf
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Auditors responsibility related to fraud 
ISA 240 & INTOSAI (contd.) 

• Fraud – An intentional act by one or more individuals 
among management, those charged with governance, 
employees, or third parties, involving the use of 
deception to obtain an unjust or illegal advantage 

• Fraud risk factors – Events or conditions that indicate 
an incentive or pressure to commit fraud or provide 
an opportunity to commit fraud 

 

ISA definition of fraud 

Source: http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf 

http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf


63 

Auditors responsibility related to fraud 
ISA 240 & INTOSAI (contd.) 

• Primary responsibility – charged with 
governance/management 

• Auditor’s responsibility – reasonable assurance 
• Auditor’s objectives : 

• Identify/assess the risks of material misstatement due to 
fraud 

• Obtain sufficient appropriate audit evidence regarding 
assessed risks due to fraud 

Overview 

Source: http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf 

http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf
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Auditors responsibility related to fraud 
ISA 240 & INTOSAI (contd.) 

• Professional skepticism throughout the audit 
• Discussion among engagement team 

• Objectives and related risks of material misstatement  
• May include auditors engaged in performance 

audits/other audit activities 
• Perform risk assessment procedures 

• Public sector auditors – may inquire as to 
management’s communication with other government 
bodies 

Key requirements 

Source: http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf 

http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf
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Auditors responsibility related to fraud 
ISA 240 & INTOSAI (contd.) 

• Evaluate if result of procedures indicate a 
previously unrecognized risk 

• Consider withdrawal from engagement 
• In the public sector, there may not be an 

option of withdrawing due the mandate/public 
interest 

• Obtain written representations from the 
management 

 

Key requirements (contd.) 

Source: http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf 

Presenter
Presentation Notes
Communicate with appropriate level of management and those charged with governance regarding assessment of risk
- Will include 


http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf
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Auditors responsibility related to fraud 
ISA 240 & INTOSAI (contd.) 

• Communicate with appropriate level of management 
and those charged with governance regarding 
assessment of risk 
• May include officials of a ministry or members of 

relevant legislative committees 
• Document procedures carried out, results and 

significant decisions 

Key requirements (similar to INTOSAI) 

Source: http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf 

Presenter
Presentation Notes
Communicate with appropriate level of management and those charged with governance regarding assessment of risk
- Will include 


http://www.issai.org/media(734,1033)/ISSAI_1240_E_Endorsement.pdf
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Fraud Concepts 
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FRAUD – tell tale signs 

• There is always evidence of fraud 
when it occurs 

• The real numbers always exist 

• If you want to find fraud, you have to 
know what it looks like 

• If you want to prevent fraud, you have 
to know what causes it 
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Why do people steal bicycles? 

69 

Presenter
Presentation Notes
Why do people steal bikes?  (interactive – get participants’ responses)
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Fraud Triangle 

Incentive 
or 

pressure Opportunity 

Rationalization 

High risk 

Opportunity 

Fraud 
Triangle 

Presenter
Presentation Notes
Donald R. Cressey studied embezzlers. 
He wanted to know why people become trust violators. 
Cressey developed the fraud triangle as a conceptual way of answering that question.
According to Cressey, three factors are usually present when a fraud is committed:
Motive: Although the types of motivation may vary, (perceived) financial incentives or pressures are the most common .
Motives maybe real or perceived. A real motive could be a real financial need, such as high debts or medical bills.
A perceived need/motive could be a desire for material goods but no mean to get them

Opportunity: The (perceived) opportunities may vary, but they typically include the lack of internal controls to detect/prevent fraud.
An opportunity is the ability to commit fraud. As fraudsters don’t wish to be caught, they must also believe that their activities will not be detected


Rationalization: We all rationalize, but those who commit fraud, often convince themselves: 
“I deserve it.” 
“I’ll pay it back.” 
“Nobody will get hurt.” 
“Everybody does it .”
Only one of these three factors is needed, but (generally) fraud involves more than one of these factors .  Motives maybe real or perceived. A real motive could be a real financial need, such as high debts or medical bills.
A perceived need/motive could be a desire for material goods but no mean to get them
 An opportunity is the ability to commit fraud. As fraudsters don’t wish to be caught, they must also believe that their activities will not be detected
 For those who are generally dishonest, it is probably easier to rationalise a fraud, For those with high moral standards, it is probably not so easy. They have to convince themselves that fraud is ok with “excuses” for their behaviour. 
 Of all three aspects of the triangle, opportunity is the one aspect that organisations have the most control over
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Fraud Diamond  
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Opportunity 

Fraud 
Triangle 

• Unlocked 
• No one is looking 

• Badly needed 
• In a hurry 

• Just being borrowed 

Presenter
Presentation Notes
This leads us to the fraud triangle. The fraud triangle, derived from criminology studies (Donald R. Cressey who studied embezzlers), indicates that three conditions generally are present when fraud occurs.
Motive (incentive/pressure): Although the types of motivation may vary, (perceived) financial incentives or pressures are the most common. Motives may be real or perceived. A real motive could be a real financial need, such as high debts or medical bills. A perceived need/motive could be a desire for material goods but having no means to get them.
Rationalization: Those involved are able to rationalize committing a fraudulent act. Some individuals possess an attitude, character, or set of ethical values that allow them to knowingly and intentionally commit a dishonest act. We all rationalize, but those who commit fraud, often convince themselves:
“I deserve it.”
 “I’ll pay it back.”
 “Nobody will get hurt.”
 “ Everybody does it.”
Opportunity: Circumstances exist that provide an opportunity to commit fraud. The (perceived) opportunities may vary, but they typically include the lack of internal controls to detect/prevent fraud, or the ability of management to override controls. An opportunity is the ability to commit fraud. As fraudsters don’t wish to be caught, they must also believe that their activities will not be detected.

Only one of these 3 factors is needed, but (generally) fraud involves more than one of these factors. Of all three aspects of the triangle, opportunity is the one aspect that the organizations have the most control over.

Donald R. Cressey studied embezzlers. He wanted to know why people become trust violators. Cressey developed the fraud triangle as a conceptual way of answering that question. According to Cressey, three factors are usually present when fraud is committed.
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• Need extra 
money 

• Take vacations 
• Pay tuition fees 

• Unclear roles & 
responsibilities 

• Poor records management 
• Segregation of Duties issue 

• I can always blame 
others 

• No records 
• Too much workload 
• Everybody’s doing it 

Opportunity 

Fraud 
Triangle 

Presenter
Presentation Notes
This leads us to the fraud triangle. The fraud triangle, derived from criminology studies (Donald R. Cressey who studied embezzlers), indicates that three conditions generally are present when fraud occurs.
Motive (incentive/pressure): Although the types of motivation may vary, (perceived) financial incentives or pressures are the most common. Motives may be real or perceived. A real motive could be a real financial need, such as high debts or medical bills. A perceived need/motive could be a desire for material goods but having no means to get them.
Rationalization: Those involved are able to rationalize committing a fraudulent act. Some individuals possess an attitude, character, or set of ethical values that allow them to knowingly and intentionally commit a dishonest act. We all rationalize, but those who commit fraud, often convince themselves:
“I deserve it.”
 “I’ll pay it back.”
 “Nobody will get hurt.”
 “ Everybody does it.”
Opportunity: Circumstances exist that provide an opportunity to commit fraud. The (perceived) opportunities may vary, but they typically include the lack of internal controls to detect/prevent fraud, or the ability of management to override controls. An opportunity is the ability to commit fraud. As fraudsters don’t wish to be caught, they must also believe that their activities will not be detected.

Only one of these 3 factors is needed, but (generally) fraud involves more than one of these factors. Of all three aspects of the triangle, opportunity is the one aspect that the organizations have the most control over.

Donald R. Cressey studied embezzlers. He wanted to know why people become trust violators. Cressey developed the fraud triangle as a conceptual way of answering that question. According to Cressey, three factors are usually present when fraud is committed.
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What is a Red Flag? 

• Fraud indicator that requires closer 
reviews  

• Irregularity 
• Unusual event 
• Activity obvious to all but disguises to 

appear as part of a normal activity 
• Commonly found in the high risk areas 
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The project is of limited 
duration and I will go back to 

my  department 

This will 
not affect 

the project 
Let me do a favor 
for him, he helped 

me in the past 

His company 
will do justice to 

the project 

This company can 
hire me (or my family 

member) after my 
retirement 

The project is 
running just 

because of me 

Lower salary levels in 
the public sector, 

while level of 
authority justifies a 
lifestyle similar to 

private sector 
employees 

Everyone else 
was doing it 

I needed the 
money 

It was just a 
loan…I would 
have repaid it 

If I help my boss, 
he will promote 

me 

Red flags – Rationalizations 
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Common comments regarding fraud 

Our staff cannot / would not commit fraud 

This is how the process is, and has been tested by others 

This type of fraud cannot happen here 

Our internal controls will take care of fraud related issues 

We have no control on what bidders do 

Implementing agency will detect it, my responsibility is to just approve 

It was an error and not intentional 

We were not trained on this, we did not know 
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